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1.         Description of the service
By using Swish Payout, the Customer can make real-time disbursements 24 hours a day to private individuals who are linked to the Swish Private service.
The service may not be used to make disbursements to corporates.
The payment is made from the Handelsbanken account that is linked to the Customer's Swish number for Swish Payout to the beneficiary's Swish account.
The Bank allocates the Customer with its Swish number, which is a unique number linked to the Customer's Swish account with the Bank. This number must not be disclosed to beneficiaries. The Customer is not entitled to transfer its Swish number.
When the Customer initiates a payout via Swish, the Customer must include the beneficiary's mobile phone number and civic registration number.
A payment order for Swish Payout is authorised by the Customer when it has been signed and verified in accordance with that which is stated in section 3 below, including references. Before the payment is carried out, a check takes place to verify that the mobile phone and civic registration numbers stated in the payment order agree with the beneficiary's mobile phone and civic registration numbers that are registered in the Swish system. The purpose of this check is to ensure that the payment goes to the correct beneficiary. If the information in the payment order does not agree with the information stored in the Swish system, for whatever reason, the payment will not be carried out.
It is not possible to revoke an authorised payment order.
After a payment has been made, a confirmation is immediately sent to the beneficiary in the Swish app.
The Customer is able to ask check questions about the status of the payout request, for example if the Customer, owing to IT disruptions or other causes, does not receive a confirmation of the executed payment order. The Customer is not permitted to use scripting (i.e. programs that carry out tasks in other programs) to verify the status of a payment.
For the Swish Payout service, the amount limits communicated by the Bank from time to time apply. For more information, please see section 11 (Access) below.
2.         Conditions for a Swish Payout agreement
The Customer must have access to a payment account with the Bank, from which the disbursements take place (the Customer's Swish account).
If the Customer uses Swish Payout in operations where products and services are provided to consumers, the following applies.
Information on and marketing of the Customer's services must comply with prevailing laws, regulations and directives from public authorities. It must be clear to the consumer what the Customer's services, and the disbursements made via Swish Payout, refer to.
Further requirements regarding the Customer's operations are set out in Section 6.
The service must not be used to provide services for money transfer.
3.         Technical requirements
3.1         General
To link up to Swish Payout, the Customer must integrate with the Application Programming Interface via which the Swish Payout service is provided (the “Swish API”).
In all usage of Swish Payout via the Swish API, the Customer must meet the technical and security-related requirements set out in the user manuals, technical descriptions, instructions, directions and similar documents for Swish applying from time to time, which are available at www.swish.nu (“Swish Manuals”). Swish Manuals form an integral part of these terms and conditions. The definitions used in this section 3 have the same validity as in Swish Manuals, unless otherwise stated in these terms and conditions.
The Customer is entitled to engage a business partner for integration with the Swish API, e.g. a Technical Provider (see Section 3.2). The Customer is liable for its business partner's actions as for its own actions, and is also responsible for the obligations under this agreement being fulfilled.
3.2         Specific information on the security solution for Swish Payout
3.2.1         Swish Security Solution
The linking of the Customer to Swish Payout via the Swish API requires connection to Swish Security Solution, which is used to authenticate and encrypt messages from the Customer within the framework of Swish Payout.
Swish Security Solution is based on digital certificates. The Customer can choose to link up via one or more of its own certificates, which are created at the request of the Bank (as the certificate issuer) in the Customer's name. Alternatively, the technical connection takes place via a Technical Provider approved by Getswish from time to time. A Technical Provider is a party which processes certificates to link up with Swish Security Solution, without being a party to this agreement. Thus, a Customer can link up to Swish Security Solution via a Technical Provider instead of via their own certificate. In such a situation, Getswish is the certificate issuer, and the certificate is issued in the Technical Provider's name. If the Customer uses a Technical Provider, the Customer is responsible for the integration with the Technical Provider.
To ensure the content of the payout via the Swish API and to tie the payout to the Customer, the Customer is also required to sign the disbursement instruction using their private key. The private key may only be used for signing purposes. This signature is then verified by the Swish IT system using the Customer's public key, and only after this will the disbursement be made.
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3.2.2         Customer Certificates and key pairs
The Customer is responsible for complying with the Swish Manuals applying from time to time when generating and managing Customer Certificates (as defined in Swish Manuals), and for complying with Swish Manuals as regards Server Certificate information (as defined in Swish Manuals) and all other instructions regarding certificate administration.
The certificate(s) issued to the Customer may only be used for communication with Swish.
The certificates have a limited validity period, and it is the Customer's responsibility to monitor a certificate's validity period and order a new certificate in good time before it expires, and to update the information on the Swish Server Certificate to the requisite extent.
The Customer is obliged to ensure that only authorised persons are permitted to manage the Customer's certificate and security keys, and that these persons follow the instructions for certificate managers in the Swish Manuals.
The Customer undertakes to take all measures to ensure that certificates and security keys are kept and managed in such a way that no authorised person can gain access to them, and that certificates and security keys are managed securely in all other respects, and not in breach of that which is specified in the Swish Manuals. The Customer must immediately block a customer certificate and inform the Bank if the Customer has forgotten or exposed their password, if the Customer has lost their certificate or related key, or if there is any other reason to suspect that an unauthorised person may have gained access to the certificate or related key.
Information submitted to the Bank must be communicated in the manner prescribed by the Bank to the Customer.
The Customer must, in the manner specified by the Bank, notify the Bank of the name(s) of the person(s) who is/are authorised to manage the Customer's certificate for security keys in accordance with the above paragraph, and must also notify the Bank without delay of any changes regarding this authorisation.
In addition, the Customer must create a private/public pair of keys for signing payment instructions for Swish Payout where required. The customer undertakes to manage the private key in a secure manner, in a hardware security module or the equivalent.
The Customer must submit their public key to the Swish IT system. The Customer's public key will be used for verification of the Customer's signed payment instructions for the transactions via Swish Payout that require such signing.
The Customer undertakes to immediately replace its pair of keys if the Customer suspects that the private key has fallen into the hands of unauthorised parties.
4.         Information regarding payments, etc. 
Information regarding Swish payments is shown in the services for which the Customer and the Bank have entered into an agreement, e.g. Mobile Banking/Online Banking and/or file service(s).
Information on payments made via Swish Payout does not constitute an accounting document.
The Customer is responsible for fulfilling requirements under the law, public authority directives, and other regulations that apply to the operations pursued by the Customer, e.g. archiving accounting material and offering a receipt or other data to the beneficiary.
5.         The option to choose a special market name
When a payout is made, merchants that so wish may display, in addition to their company name (i.e. the registered name), a market name of their own choosing.
Such usage of a market name is permitted, provided that it does not infringe upon another party's brand, and provided that the Bank does not consider that the market name contravenes the guidelines specified in Section 6.
The Bank is entitled to immediately remove the market name if the Bank has reasonable cause to assume that the Customer, by using the name, is contravening the provisions of this agreement.
6.         Use of the Swish brand name, etc. 
The Swish brand name is owned by Getswish AB. The Customer must not use the brand name in breach of what is specified in Swish Manuals.
Among other things, this means that the Customer must not expose the Swish brand in circumstances which:
contravene marketing legislation and/or good marketing practice,
risk damaging confidence in Swish, or which otherwise may be regarded as unethical or immoral, or 
may lead to financial loss or brand damage for the Bank or for any other party in the Swish collaboration, or
are discriminatory on the grounds of ethnic origin, religion, sexuality or gender.
The requirements made upon the customer and the prohibitions on exposure as specified above, also apply to the market name that the Customer itself chooses to use for identification with payers via Swish.
Nor may such a market name infringe upon another party's brand. The Bank may immediately and without informing the Customer in advance remove the Customer's market name from Swish, if the Bank has reasonable cause to assume that the Customer, by using the market name, is contravening the above provisions.
7.         The Customer's information disclosure obligation
The Customer must inform the Bank without delay of any circumstances regarding the Customer that may be of significance to the assessment of the Customer's operations or unauthorised use of the service or Swish or the Bank's brand as set out in this agreement.
8.         Confidentiality
In this agreement, “confidential information” refers to information regarding customers/beneficiaries, business relationships, price terms and other information exchanged either orally or in writing between the Bank and the Customer in conjunction with this agreement and the Swish Payout service.
3 (4) 
Terms and Conditions
Applying from 1 July 2021
The customer undertakes:
not to use confidential information for purposes other than fulfilling its commitments in accordance with this agreement,
not to disclose confidential information to a third party other than for the purposes of fulfilling its obligations under this agreement (unless the Bank has given its written approval for this),
to process and protect confidential information in such a way that unauthorised persons do not have access to the information, and to ensure that its employees or external contractors do not disclose or use confidential information in contravention of the provisions of this agreement.
The provisions in the above section shall not be applied in relation to confidential information which
a   is public knowledge, or becomes public knowledge in some way other than through a breach of this agreement,
b   the Customer receives from a third party without being bound by an obligation of confidentiality in relation to the third party, or
c   the Customer is obliged to release according to the law or regulations, decisions by public authorities or valid listing agreements.
The duty of confidentiality continues to apply after the termination of this agreement regarding the service.
9.         Personal data
9.1         The Customer's processing of personal data 
Connection to and the use of Swish Payout for payments to private individuals is conditional upon the Customer obtaining certain personal data. The Customer is liable for the processing of this information, including the use of the beneficiary's civic registration number to verify that the disbursement is made to the correct person, and to ensure that this processing complies with the prevailing personal data legislation, regulations, directives from public authorities, guidelines and recommendations, and complies in all other respects with the provisions of this agreement.
The Customer is obliged to ensure that the beneficiary's telephone number and other personal data, when they are submitted in order to receive a payment via Swish Payout, are not used for any purpose other than that which relates to the payment.
Among other things, this means that the Customer must not use the beneficiary's mobile phone number to offer goods or services. Nor may the Customer forward this information to any other party to a greater extent than that which is necessary for the Customer to fulfil its obligations by law or under regulations or directives from public authorities.
9.2         The Bank's processing of personal data 
The Bank is liable for the processing of the personal data which the certificate manager, in accordance with section 3.2 above, must submit to the Bank in order to be registered as such. This data is processed only to the extent required to check the authorisation of the person concerned to manage Customer Certificates. The Bank engages sub-contractors for the processing of this personal data.
The Bank hereby instructs the customer to ensure that the certificate manager receives information regarding the processing of their personal data. The information to be provided is stated in the Swish manuals. The customer undertakes to carry out this task when signing this agreement.
10.         The Customer's participation in the prevention and investigation of crime, etc.
The Customer undertakes to co-operate with the Bank to a reasonable extent in order to prevent and investigate suspected criminal acts that are linked to Swish. The Customer hereby undertakes to immediately report to the Bank actions that the Customer has reason to suspect constitute crimes or attempts at crimes, and to submit to the Bank documents and other written or verbal information that may facilitate the prevention or investigation of suspected criminal acts linked to Swish.
11.         Access
Access to the service can be completely or partly restricted at certain times, e.g. due to the maintenance and updating of the service, or when there are operational disruptions.
The Bank also has the right to temporarily limit or block the Customer's use of the service if, in the Bank's assessment, this is necessary to prevent damage to the Bank or a third party. In addition, the Bank may, with immediate effect, restrict access to the service by, for example, setting a maximum limit for the number of transactions in a given period, or maximum amounts. Exceeding such limits may prevent some transactions from being completed.
In conjunction with Swish payments, Banks that are linked to Swish may impose certain restrictions on beneficiaries with regard to the amount per transaction, or amounts over a certain period, etc., which affect the Customer's payments via the service.
12.         The Customer's obligation to disclose information regarding transaction volumes
Large transaction volumes over short periods may affect the performance of Swish. If the Customer can be expected to generate such volumes, they must notify the Bank in good time before these volumes/volume increases are expected to occur.
13.         Information regarding Swish on the Bank's website
The Bank will provide general information on its website about Swish as a form of payment.
14.         Changes of address and changes in operations 
The Customer shall notify the Bank without delay of changes in circumstances that are of significance to the application of this agreement regarding Swish Payout. Such circumstances may be, for example, if the Customer changes the focus of its operations, its range of products or services, its registered name, its corporate identity number, its ownership, its address or its contact details.
In the event of changes that lead to amendments to the information that forms the contents of the company registration certificate (e.g. a change in a company name), a certified copy of the new company registration certificate must be enclosed with the notification to the Bank.
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15.         Changes in the terms for the service
The Bank may amend the terms and conditions of this agreement by informing the Customer of the amendments at least thirty (30) days before they come into effect.
However, the Bank may make amendments to the agreement that are not to the Customer's disadvantage without informing the Customer in advance. The Bank must always notify the Customer of the amendments that have been made without undue delay.
That which is specified above regarding amendments to this agreement also applies to Swish Manuals.
16.         Liability
The Customer shall indemnify the Bank in respect of all damage incurred by the Bank as a result of the Customer's use of Swish Payout including, but not limited to, any payments made by the Bank to a third party.
The Bank's liability is regulated in the “General terms and conditions for corporate accounts and payment services”.
17.         Fees and costs, etc.
The fees for the service that apply are set out in the current price list, which is available at Handelsbanken's branch offices and in Online Banking.
The fees are debited from the debit account that the Customer has linked to Swish Payout, unless the Customer has made an agreement with the Bank that a different account belonging to the Customer will be debited. The monthly fee and transaction fees are charged monthly in arrears on the last banking day of each month.
In a payment via Swish, the Customer must not charge the beneficiary a separate fee, either directly or indirectly.
18.         Prohibition on assignment of the agreement
The Customer may not assign its rights and obligations under this Agreement to another party.
The Bank may not transfer the right to receive payments under this agreement without the Customer's consent.
19.         Period of validity and termination of the agreement 
This Agreement for Swish Payout is valid until further notice and can at any time be terminated with at least a one (1)-month period of notice on both sides.
Notwithstanding the preceding paragraph, the Bank is entitled to terminate the agreement regarding Swish Payout with immediate effect if any of the following occurs:
The Customer breaches an obligation under this agreement, or any other commitment that the Customer has entered into or may enter into with the Bank, unless the breach of the agreement is immaterial; 
There is reasonable cause to assume that the Customer will not fulfil its payment obligations towards the Bank;
The Customer goes into liquidation, is declared bankrupt, files for bankruptcy, suspends payments, is subject to composition proceedings, company reorganisation or any similar arrangement, or, for other reasons, in the reasonable view of the Bank, can be regarded as being insolvent or otherwise having an unstable financial position;
In the assessment of the Bank, the Customer misuses Swish Payout in a manner which may cause the Bank or another party damage;
laws, regulations, interventions from public authorities or similar prevent the fulfilment of this agreement;
if the Bank, for any reason other than those stated in the preceding point, is no longer entitled to provide Swish Payout to the extent required in order to fulfil this agreement;
if the Bank assesses that the service is associated with a risk, for example a security risk and/or money laundering risk, of such a magnitude that the Bank wishes to terminate the provision of the service to the Customer;
The Customer has provided incorrect or misleading information prior to the agreement being entered into, and this incorrect or misleading information is not of immaterial importance; or if 
the Customer's business has altered or, in the Bank's reasonable assessment, it may alter with respect to its line of business or nature, in a manner which is significant to Swish Payout.
In addition, the Bank is entitled, with immediate effect, to terminate this agreement or to cancel the Customer's utilisation of Swish Payout under the terms regarding period of agreement and notice of termination applying from time to time, in accordance with the “General terms and conditions for corporate accounts and payment services”.
If the Customer links up the Swish number specified in this agreement to another payment institution for Swish, this agreement will automatically cease to apply, without prior notice. This agreement will also cease to apply automatically, without prior notice, if the Customer is a sole trader, and this person dies, or an administrator is appointed for him/her.
20.         Other terms
In other respects, the Bank's “General terms and conditions for corporate accounts and payment services”, as well as Swish Manuals for this agreement regarding Swish Payout, also apply. In the event of any inconsistencies between the terms, the provisions shall take precedence in the following order: 1. Terms and conditions for Swish Payout, 2. Swish Manuals, and 3. The “General terms and conditions for corporate accounts and payment services”.
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